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Cryptica AB ("we," "our," "us") is committed to protecting your privacy and ensuring 
full compliance with the General Data Protection Regulation (GDPR). This Privacy 
Policy explains how we collect, use, and safeguard your personal data when you visit 
our website or interact with us. We collect minimal data and prioritize transparency in 
our practices to ensure your information is handled securely. 

 
1. What Information Do We Collect? 

We collect personal data that you voluntarily provide when you fill out our contact 
forms. This includes your name, email address, company name, and the content of 
your message. During your visit, we use server sessions to temporarily store your 
chosen language preference. This session data is automatically deleted when you end 
your session or close your browser. 

For traffic analysis and security purposes, we maintain server logs that capture details 
such as your IP address, browser type, operating system, referring URLs, pages visited 
on our website, and the date and time of access. These logs are used solely for 
legitimate business and security purposes. 

 
2. How Do We Use Your Information? 

We use the information collected to respond to inquiries, personalize your experience 
by remembering your language preferences, and maintain the proper functionality of 
our website. Server logs are used to analyze traffic patterns, monitor performance, 
and ensure the security of the website by detecting and preventing unauthorized 
access or attacks. 

 
3. Legal Basis for Processing Personal Data 

In compliance with GDPR, we process your personal data based on your consent 
when you voluntarily provide information, legitimate interests for the operation and 
security of our website, and compliance with legal obligations when required. 
 

  



 

4. Data Retention 

Session data is retained only for the duration of your visit and is deleted automatically 
after your session ends. Contact form submissions are stored securely and retained 
only for as long as necessary to address your inquiries or comply with legal 
obligations. Server logs are kept temporarily for security and analysis purposes and 
are deleted periodically when no longer needed. 
 
5. Sharing of Information 

We do not sell, rent, or share your personal data with third parties. However, your 
data may be disclosed when required by law, such as in response to legal proceedings 
or regulatory requests. Additionally, we may share your data with trusted service 
providers responsible for hosting or maintaining our website, provided they adhere to 
strict confidentiality agreements. 
 

6. Your Rights Under GDPR 

As a data subject, you have the right to access your personal data, request corrections 
to any inaccuracies, and request the deletion of your personal data under specific 
conditions. You can also request the restriction of processing, object to processing 
based on legitimate interests, and request the transfer of your data in a machine-
readable format. If your data processing is based on consent, you have the right to 
withdraw your consent at any time. To exercise these rights, you can contact us at 
privacy@cryptica.se. 
 

7. Data Security 

We implement appropriate technical and organizational measures to safeguard your 
personal data from unauthorized access, alteration, disclosure, or destruction. Server 
logs are stored securely and monitored to prevent misuse or unauthorized access, 
ensuring the safety of your data. 

 
8. Updates to This Privacy Policy 

This Privacy Policy may be updated periodically to reflect changes in our practices or 
to comply with legal requirements. The "Effective Date" at the top of this page 
indicates when the policy was last revised. 
 

 

 


